Enes GuUven
SECURITY ENGINEER

PERSONAL INFORMATION ABOUT

©Q United Kingdom Highly motivated Security Engineer with 4+ years of hands-on experience in
complex network and security infrastructures. Proficient in designing,
implementing, and managing solutions across various technologies, including
{. +44 7347 268673 Fortinet, CheckPoint, Microsoft Azure Security Services (AZ-500, AZ-700), and
robust WAF/VPN/NAC systems. Seeking to leverage proven expertise in
troubleshooting, compliance, and threat mitigation to contribute to a challenging
and evolving security environment in the UK.

W% enes@enesguven.com

m enesguven98

enesguven.com

PERSONAL STRENGTHS WORK EXPERIENCE
Troubleshooting O Network and Security Specialist - Otokoc Otomotiv 2023-2025(Sep)
(Turkey Distributor of the Avis Budget Group and a Major Holding Company Entity)
Critical Thinking Proficiently troubleshoot network and security issues.
Configure and manage network and security devices (Firewall, Analyzer, Manager, Switch, Router, Access
Team Work Point) using Fortinet, Cisco, and Checkpoint technologies.
Conduct initial configuration and management of FortiNac (Network Access Control).
CERTIFICATION AND Managed Cloud Network and Security in the Azure platform, including a lead role in the strategic
migration of network services from Azure to on-premise infrastructure to optimize costs and control.
VOLUNTEER WORK Applied Agile methodologies (Scrum and Kanban) to project workflows, significantly enhancing team
collaboration, delivery speed, and transparency in network and security implementations.
FORTINET | NSE 1, NSE 2, NSE 3, Administer Web Application Firewalls (Forti) to strengthen cybersecurity.
NSE 5 Oversee Endpoint Security Applications, including Microsoft Defender and Checkpoint Harmony.

Manage DHCP and Active Directory (AD) for streamlined network operations.
Apply hands-on experience in the implementation and maintenance of secure network environments.

CheckPoint Certified Security (O Cyber Security Specialist - Trive 2022 - 2023

Expert (CCSE) R81.20
Configure, manage, and troubleshoot network and network security components.
Implement VPN configurations, including Open VPN and Forti, and resolve related issues.

CheckPoint Certified Security Perform initial configuration and management of NAC (ForeScout).

Administrator (CCSA) R81.20 Manage Data Loss Prevention (DLP) with a focus on McAfee.
Configure and manage Web Application Firewalls (WAF) using F5, Amazon, and Imperva technologies.
AZ-700 Designing and Conduct vulnerability scanning (Nessus) and generate comprehensive reports.

. . Administer log management using QRadar, ensuring accurate reporting.
Implementing Microsoft Azure 9 9 9 g poring

Networking Solutions O Network Security Engineer - Destel IT Solutions 2021 - 2022

Troubleshoot network and network security issues.
Execute initial and full configurations of Fortinet firewalls.

AZ-500 Microsoft Azure Security

Technologies Configure and manage various network and security devices, including Firewall, Analyzer, Manager, Switch,
Router, and Access Point (Fortinet, Cisco).
CCNA Handle VPN configuration and troubleshooting.

Review and enhance existing system security measures.
_ ) Lead projects related to routing protocols (OSPF, EIGRP, BGP, etc.).
Cisco Networking Academy® Execute projects involving IPSec VPN, SSL VPN, IDS/IPS, Application/URL Filtering, Web Proxy.

Introduction to Cybersecurity Perform initial configurations in cloud security solutions.

Cisco Networking Academy® (O Network Intern - PremierTurk IT Center Summer 2019

Enterprise Networking, Security, Creating network topology and applying it in the lab

and Automation
(O Organizer and Speaker - Google Developer Communities 2017 - Present

LANGUAGE SKILLS Established a technology organization.

Turkish (Native Language) Delivered presentations on Cyber Security at conferences.

English (B2) EDUCATION
O Computer Engineering - Duzce University 2017 -2021
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